FEDERAL GOVERNMENT OPPORTUNITY TRIFECTA
COVID-19 ECONOMIC RECOVERY, SECURITY THREAT MITIGATION AND NDAA COMPLIANCE

Making funding available to replace systems and equipment from manufacturers identified in the NDAA would help 1.) mitigate national security threats consistent with the spirit of the law while, at the same time, 2.) helping with the COVID-19 economic recovery of U.S. large and small businesses through “shovel-ready” IT infrastructure projects and 3.) accelerating NDAA compliance.

PROBLEM
The economic impact to U.S. companies both large and small due to the COVID-19 virus is unprecedented. The Federal Government has an opportunity to stimulate the recovery from this crisis while at the same time help ensure agencies address threats to national security and mitigate these security vulnerabilities at Federal facilities across the world.

Today, there are a number of Federal facilities (e.g. DoD bases, VA hospitals, U.S. Mint, FBI headquarters, etc) that use Chinese-manufactured physical security equipment (i.e., video surveillance cameras). Physical Security technologies perform an important function for many U.S. Government agencies: providing situational awareness and protecting government sites from threats. Whether operating on a closed network or on a network with protected access to the internet, concerns have been raised by intelligence and security officials who warn that China could tap the technology provided by certain suppliers to spy on the United States.

Because of these security threats, Federal agencies are prohibited from procuring video surveillance equipment produced by certain Chinese companies, in addition to video surveillance services using such equipment, under the National Defense Authorization Act (NDAA) of 2019. According to a recent Forbes article “agencies are currently required to either have a plan for removing the relevant technologies or prove they’ve removed them already.” In response, the U.S. Government is taking steps at all levels of procurement intended to protect U.S. networks against cyber activities conducted through Chinese Government-supported video surveillance equipment and services.

The NDAA for Fiscal Year 2019 included Section 889 has the potential for having a significant impact on the United States Department of Defense and other United States Federal Government agencies in the procurement and deployment of telecommunications and video surveillance equipment and services. Section 889 (a)(1)(A) provides a prohibition on the procurement of “covered telecommunications equipment or services” which is defined to include telecommunications equipment produced by Huawei Technologies Company and ZTE Corporation and video surveillance and telecommunications equipment produced by Hytera Communications Corporation, Hangzhou Hikvision Digital Technology Company, or Dahua Technology Company (or any subsidiary or affiliate of such entities), as well as telecommunications or video surveillance services provided by such entities or using such equipment. This prohibition took effect August 13, 2019.

SOLUTION
Recently a bipartisan, bicameral letter was directed to the Comptroller General noting that section 889 was enacted to address threats to national security and observing that agencies may be slow to comply with section 889 due to the cost of replacing equipment and requesting annual reports on the steps taken to implement the statute including, among other things, the removal of equipment from program activities. Funding the replacement of equipment made by manufacturers identified in the NDAA would provide stimulus to the economy and aid the COVID-19 recovery with the opportunity to acquire physical security related equipment from U.S. based companies which would in turn generate business opportunities for small businesses to design, install and maintain the equipment. Many of these small businesses are in close proximity to these Federal facilities and would be able to provide timely installation and optimization services. In doing so, the Federal government would mitigate the threats to national security recognized by Congress when it passed the NDAA FY2019 and accelerate NDAA compliance.
Motorola Solutions proudly manufactures and deploys the sophisticated, cutting-edge communications, software, video security and analytics technologies that keep communities and nations safe. We have been on the frontlines with federal, state and local governments, including in times of crisis, for over 90 years. Today, our 17,000 innovators, engineers and manufacturing specialists are eager to help address critical gaps in the availability of medical and health management technology needed to fight the COVID-19 pandemic. We are pleased to offer hundreds of thousands of feet of secure, U.S.-based manufacturing, unrivaled operational agility and the capacity for rapid deployment.
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