Digital Evidence Collection, part of Motorola Solutions’ CommandCentral Community suite, provides a secure, simple, case-specific method of transferring digital media from public sources to your agency. As a result, agencies reduce the risk in acquiring digital content from the public with the ability to automatically link it to a case. Valuable time is saved; the handoff is simplified; and the evidence is secured.
Time spent dealing with physical media is one of the biggest inefficiencies in an investigation. And it's just one challenge. Maintaining Chain of Custody isn't easy, nor is it easy to access or search in physical storage.

Digital Evidence Collection offers agencies a simple, secure way to solve these challenges. Once collected, evidence is automatically linked to a case and stored in our CommandCentral Vault, which uses cloud technology to eliminate dependence on older storage technology like DVDs, CDs and USBs. There, your agency's digital content is aggregated and organized so it can be easily managed and quickly reviewed and shared.

**HOW DIGITAL EVIDENCE COLLECTION HELPS YOUR AGENCY**

- An investigator reviews footage of a convenience store robbery with the store manager and finds a segment relevant to the investigation. The investigator generates a URL and emails it to the store manager who uses the link to upload that footage. It is then automatically added to the incident file, along with all necessary metadata, within CommandCentral Vault and accessible via the consolidated record view.

- A murder investigation reaches a point where detectives are requesting the public send any available media footage. The detective creates an incident-specific link with an accompanying QR code which is added to social media posts. A press release is issued, with the code and link included. The agency posts the code and link on its website and CityProtect page.

These examples show a simplified process of obtaining digital evidence. No memory stick, no burning CDs, no physical storage are necessary. The agency simply follows this process:

1. Agency creates a link and QR code
2. Citizen uploads the media from their device using the link/code
3. Media is stored and managed in CommandCentral Vault

**THE COMMANDCENTRAL PLATFORM**

CommandCentral Community is your path toward maximizing the value of your community relationships. But, it's also a part of something more. Our CommandCentral software platform unifies big data and streamlines workflows from call to case closure. With a full suite of public safety applications - including CommandCentral Community - you can put your information to better use, improve safety for critical personnel, and help keep your focus on the communities you serve.

Learn more at [www.motorolasolutions.com/community-engagement](http://www.motorolasolutions.com/community-engagement)