
WHY CYBERSECURITY 
MUST BE A PRIORITY FOR 
PUBLIC SAFETY AGENCIES

FIRE RESCUE AGENCY 
DECEMBER 2022
The attack impacted its crucial 
systems, including its network, 
emails and dispatch for a week. 
Firefighters’ details were also 
leaked on the dark web.

NATIONAL POLICING AGENCY 
AUGUST 2022
More than five million emails, 
thousands of documents and 
the details of 35 of its organised 
crime operations were exposed..

AMBULANCE SERVICE 
JANUARY 2021
Personal details of every 
patient who called the service 
for over a year were posted 
online, with live updates.

FRONTLINE AGENCIES 
ARE TARGETS FOR 
MALICIOUS ACTORS

Recent cyberattacks in Australia:

SPECIALIST OPERATIONAL TECHNOLOGY REQUIRES SPECIALISED IT SERVICES

For more information, visit Motorola Solutions Managed Detection 
and Response (MDR) services, powered by ActiveEye.
motorolasolutions.com/activeeye
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https://www.motorolasolutions.com/en_xa/managed-support-services/cybersecurity/activeeye-security-platform.html?utm_medium=email&utm_source=third_party&utm_campaign=ap_q223_svc_dc_pbs_rl_infographic_other_anz-activeeye

